e 1ts contmued mamtenance, strongly suggest that
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| and separated from hls response ‘except for the code number The code in
turn, may ‘be made: aCCe551ble only to a few of the rnost responsﬂ)le ofﬁmals,
or perhaps only on two signatures or by the use of double keys. Even as
e elementary a safeguard as a locked file can make for substantial 1mprovement
Penalties wtthm the profession may also be devised for any breach of the conﬁ-
‘dentlahty which should be of the very essence of professmnahsm Ee

~ Another readlly avallable step is the destructton of research- data At the
‘very least, that part of the data which would identify any md1v1dua1 w1th'a
portion of it should be destroyed and destroyed at the earhest moment 1t
: possible to do so. Today, it is quite rare for an institution or an 1nd1v1dua1
scientist to take what i is now viewed as a radical step and destroy data which
‘;ﬁpotentxally has value over a longer time span “Indeed, behavioral sc1enttsts**” ,
have strong incentives to retain all orlgmal research data.5® Such data can
~ provide information of a longltudmal nature about the development of per- %
- sonahty or orgamzatlons over tlme, the early chlldhood antecedents of career ;

problems. There are now great repositories of such data in the United States
collected about individuals i in schools, both secondary and college and other
 institutional settings, which have ‘been maintained because of this natural
resistance of the research sc1entlst to dlscard anythmg of such potentlal value.
‘Nevertheless, the mamtenance and use. of thls 1nformat10n for purposes other
: than: that orlgmally agreed to, and the threat to conﬁdentlahty mherent in

_ person or institution possessing such data is elther to obtam the consent of
- the 1nd1v1dua1 involved to its contmued preservatlon, or to destroy the d a,"
‘ 'pamful as the latter prospect may be. : : 2

It should be emphaslzed that nelther the 1ntegr1ty of the scxenttst nor, the
. techmcal safeguards of locks and codes can protect research. data ‘against a
valid subpoena such data are at present qunte clearly subject to subpoena
In the last ‘analysis, therefore, unless our Iaws are ch ed to accord a

i prmleged status to prlvately given | research information, conﬁdentlahty

can be assured only by destruction of the data. The changem the law re-
; qulred to accord a pr1v1leged status to research ’data cari be accomphshé ‘ y o
statute Thus, by statute in ezghteen states ;50 a prlvxlege has already been

58 See, e.g., Johnson, Retam the Origingl Datal, 19 AMERICAN PSYCHOLOGIST 350~51 e
(1964). See also de Mille, Central Data Storage, 19 AMERICAN Psycmovocist 772-73
(1964). The prospect of the use of computers for central recordmg, storage and retrieval
of research data in the behavioral sciences adds a troublesome new dimension to the
protection of privacy. ‘Computerized: central storage of information would remove what -
surely has been one of the strongest allies of the clalm to prxvacy—-—the meﬁimency of man
and- the ‘fallibility ‘of his' memory." s 2 ’ e
59, The eighteen states are: Alabam LA, CODE tit. 46, upp, 1963) S
& Pror. Cobg.

Arkansas, ARk, STAT. ANN, § 72-1516 (1957); California, CAL Bug. &
§2904 ~ Colorado, Coro: REV STAT. ANN.: § 1 4— -7(8) (1963) Delaware DEL CODE




