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 Mr. Garracuer. In making the tapes now that you have compatlble e

- Mr. Bowman. Idid not give you a $2 million figure.

“Mr. Garvacuer. It is in the proposal. There isa $2 mllhon ﬁﬂure L

Mr. Bowsmax. Which proposal ? -
Mr. Garraguaer. Mr. Dunn’s, I believe it is.

- Mr. Bowman. We have an estimate by the consultant as to What it .
would be possible to start a data center for along these lines. We have .

not accepted any of these figures nor have we actually considered all

 of the problems that would Thave to be considered.  We have not even
considered in detail what would be the best bodies of information to
have in the Data Center in its early staO'es None of these thmgs have* G

~ been determined as yet.

: Mr. GALLAGHER. Why‘ do you not forget about the Whole thmg untlly =
~ you have thoroughly thought 11; out and in several years come back'[fi e

- and see where-westand? -

Mr. Bowarax. At the present tlme, I dld not think the Data Centerj B

« as a data center was in review. I thought what was in review before -

~ this committee was the ideas assocmted with the Data Center and the 5

conﬁdentmhty of information or the invasion of privacy.-

‘Mr. GarragaEr. Are not all of these mvolved mn a centml data;  ‘\3':\'li\‘iﬂ‘ii

system ¢

Mr. BOWMAN I Wou]d like to Very honestly answer the questloni S -
~which 'you think I have not honestly answered, or that T have not

. specifically answered. That is, it is not possﬂ)le as I see it to have a

data center that is meaningful, even a Federal Statistical Data Center,

in which the 1dent1ty of the mdlvldualq for which there is lIlfOI'IIl‘LthIl' - |

1S erased

It is poss1ble that the fact that the Data Center has access to tlue’ P

mformamon does not mean that it will be revealed internally within

“the Government, with regard to a single 1nd1v1dual That is the point ¢

ru I want to emphasize in my testlmony i _
~ Mr. Garnacrer. That is a very good pomt That is one of the

things that I have been trying to direct my questions to. What kind

of a syetem are you going to set up in order to do this?

. Mr. Bowman. I would hope that we will have a system deSIgned
: and we will have a proposal of this character that can be dlscussed as .

a definite proposal. We donot have it now.

Mr. GarragaEr. You think such a system 1s deqlgnable? e

Mr. Bowman. Yes. , et

- Mr. Garracaer. With adequate se‘fegua,rds2

Mr Bowman. Yes,sir. L 5 e

GALLAGHER Secure Wlth hardwa,re securlty and softwarev

secur1ty9 : L S L e

_ Mr. BowMax. Yes, sir.

- Mr. Gavracarr., 1 hope you tell the Defense Department They do
not think so. i é

Mr. BOWMAN. I thlnk 1t 1s so far as Federal statlstlca d

~ Mr. G‘ALLAGHER I am talkmg now about adequate safeguards to‘f'j‘
protect eonﬁdentlallty on transmission to protect against bugging, to - -

protect against interception, to protect against the software problems

of who is going to program it, who will have the key, Who W111 mmd o

, the tapes, all the human factors 1nvolved



