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jmplement personnel training requirements will be developed. Finally, all of
the aforementioned produets.will be integrated jnto the blueprints for the sys-

.

tem———system design,speciﬁcations. This document will specify and design the

input and output formats and the flow of information poth internal and external
to the computer. From these systemde‘sig’n srpeeiﬁcations,' detailed prograx
- (design speciﬁcati“ons, defining gpecific computer program functions, will ‘be'
prepared. . 8 el . R

Production S ‘ ~ ’

In this step, the actual information-pr-ocessingkcomponents——computer pro-
grams, operating pmcedures, and 1mp1em.entation handbo()ks—fwill be generat;ed.
All these components will be gubjected to rigorous quahty~c0ntriol testing and
debugging (detection and correction' of errors). Upon completion of these
activities, the nonequipmen!t portions of the system will:be available, and actual
gystem spstallation can begin. . g ,

Data CONY ersion , i
At the same time that the system design and p»r.oduct’ion;are taking place, the
data c-onver‘sion‘~ (from manual to machine form) will be planned _and,‘imple-
mented. In puilding block No. 1, this will involve the granscription of existing
material on criminal nistory to 2 computer—readable format for he arrest an

digposition module. A gelection of fraudulent checks that are currently on file

module and vconverted into a form acceptable to the computer. ~ For the latent
ﬁngerprint module, & gelection of prints will be made of major eriminals involved
jn those types of crime where 1atent fingerprints are likely to be found. These
gelected prints. will be clagsified according to the detailed single-print classifica-
tion system chosen for the module and this, too, will be put in 2 computer-
readable form. 1t is likely that the personal 'appearan(:e‘ module will require
the establishm.ent of new r‘ecording‘techniques. ow forms and techniques‘ will
pave to be developed and tested, and per'sonn,l trained to use them. In order
to have 2 good packlog of personal appearance Jescriptions when the gystem:
becomes operational, all persons arrested for ﬁngerprmtable crimes in the State

after the technique is available, should be classified according to the new forms.

Test and installation ;
This step will include the asgembling and integrating of ,system‘ components,
as well as extensive gystem: testing. ;Furtherm‘ore, men,. machines, pr‘ocedurexs,
and organization roust receive a final integration *throughexperience with the
gystem. ‘ ~ : : R

Implevmentwtion ‘ .
This phase is concerned‘with the orientation of personne-l designated bY New
York State in the use of the electronic data procesSing system ; it also includes
prepara'tion of necessary instructional materials. . ' ; ' ‘

The New vork State identification and intelligence“swstem’

s voluntary oB the part of all agencies; o

Is not a competing agency ; it will have DO operational powers guch as arrest;

rosecution, or conﬁnement; 1 : ~ , ‘

Wwill not interfere with the necessaryautonomy of operation of these agencies;

will minimize the duplication of effort among agencies; L )

will realize substantial advances in the protection of civil 1iberties;

Will provide unity: among the agencies administering criminal justice where
unity is appx:opriate; o N ‘ ; : '

Wwill allow new levels of gervice to the parti’cipatingyagencies 3 e

Wwill make facts commonly used by all six functional areas in the administra-
tion of criminal justice readily accessible, a8 well as certain types of facts
especially valuable to particular functions; - ‘ S s :
- will make available, on 2 “right’-to—know” basis, to each jndividual agency the
equivalent of all relevant files in the State; o

will contain devices allowing the transmission ‘of photos, prints, pandwriting




